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1. Aims
This remote learning policy for staff aims to:

· Ensure consistency in the approach to remote learning for pupils who aren’t in school
· Set out expectations for all members of the school community with regards to remote learning
· Provide appropriate guidelines for data protection
2. Roles and responsibilities
2.1 Teachers

When providing remote learning, teachers must be available between 8.00am and 5pm. 
If they’re unable to work for any reason during this time, for example due to sickness or caring for a dependent, they should report this using the normal absence procedure; telephone the headteacher or, if they are unavailable, the deputy headteacher or school business manager.
When providing remote learning, teachers are responsible for:

· Setting work:

· Each teacher is responsible for setting work for the children in their class.
· Daily work must include a literacy lesson, a maths lesson and one other subject lesson e.g. science.
· Work for the entire school week should be set by 8am of the Monday at the start of a school week.
· Set work will be accessible through the school website or through an online platform such as Google Classroom when the school is able to offer this.
· For those families without access to technology, class teachers will print work and leave it outside the school office for collection.
Remote Learning

· The core offer: the content of daily maths and literacy lessons has been agreed by all teachers to ensure consistency across the school. Remote learning for the whole school or a class bubble:
· Whole school maths: White Rose Maths Hub daily lessons

· KS2 literacy: Pie Corbett remote learning units aligned to content planned by teachers
· KS1 & EYFS literacy: Read Write Inc (RWI) daily video lesson generated by teachers and activities from the RWI writing activity books

· Foundation subject offer: Y1 to Y6 pupils will be directed to Oak Academy foundation subject units. EYFS pupils will be set busy learning activities by the class teacher.

Blended Learning

Blended learning, where a class bubble is attending school but individuals are isolating whilst awaiting test results, will follow a different format:

· Maths: pupils will be directed to the daily WRMH lesson being taught at school that day by their class teacher.
· KS2 literacy: Worksheet/scaffolded learning task similar to school based daily lesson.

· EYFS & KS1: Online RWI video similar to lesson being taught in school.

In the interest of staff workload, only a core offer will be provided for the blended learning model. Blended learning provision will be initiated at the end of the first day of absence, when lessons will be made available online. Days thereafter, lessons will be available online from 9am.
· Feedback on learning will be provided through the school’s chosen online learning platform e.g. Google Classroom or Tapestry for EYFS/Y1:
· Completed remote learning should be uploaded for teachers to assess.

· Teachers will comment back on all remote learning received.
· Daily lessons will receive feedback from teaches on the same day but not after.
· Keeping in touch with pupils who aren’t in school and their parents and carers:

· The Headteacher & SENCO, Emotional Health & Wellbeing Coordinator and the Deputy Headteacher will contact the most vulnerable children and families once every week. This will be through the most appropriate format for each individual family e.g. telephone, email etc. For all other children the class teachers will email their families once a fortnight to check on family wellbeing and the success of remote learning. Teachers will use Teachers2Parents for this but request replies via their school email address.
· Teachers are discouraged from answering or sending emails outside of their working hours, including weekends.
· Complaints or concerns shared by parents and pupils should be directed to the appropriate staff member e.g. concerns about literacy provision should be directed to the literacy coordinator and pastoral/safeguarding concerns should be directed to the DSL or Deputy DSL.
· Where pupils are failing to complete work, the class teacher should report this to the Headteacher, who will contact the family to identify the problem and offer support.
· Attending virtual meetings with staff, parents and pupils:

· Staff should consider their dress code when holding virtual meetings with parents, carers and pupils and should reflect that worn in a school based version of the same meeting.
· Locations (e.g. avoid areas with background noise, nothing inappropriate in the background).
· Where teachers may also be working in school, teaching vulnerable pupils or children of key workers, the headteacher:

· Must ensure they are given appropriate time to prepare remote learning e.g. extended PPA time.
· May delegate the provision of remote learning to another staff member, depending on the circumstances at the time. 

2.2 Teaching assistants
When assisting with remote learning, teaching assistants must be available between their substantive designated hours of work.
If they’re unable to work for any reason during this time, for example due to sickness or caring for a dependent, they should report this using the normal absence procedure; telephone the headteacher or, if they are unavailable, the deputy headteacher or school business manager.
When assisting with remote learning, teaching assistants are responsible for:

· Supporting the most vulnerable pupils, as determined by the class teacher, will be achieved by:
· Be accessible via video link for maths and literacy lessons
· Addressing misconceptions or scaffolding tasks further to support understanding
· When supporting pupils virtually teaching assistants should:

· Dress appropriately
· Work from a room in their home which is appropriate to the task e.g. no distracting background noise
If teaching assistants will also be working in school, where relevant explain who will cover the responsibilities above during this time.
2.3 Subject leads
Alongside their teaching responsibilities, subject leads are responsible for:
· Considering whether any aspects of the subject curriculum need to change to accommodate remote learning

· Working with teachers teaching their subject remotely to make sure all work set is appropriate and consistent
· Working with other subject leads and senior leaders to make sure work set remotely across all subjects is appropriate and consistent

· Monitoring the remote work set by teachers in their subject; this might be done through regular meetings with teachers or by reviewing work set
· Alerting teachers to resources they can use to teach their subject remotely
2.4 Senior leaders
Alongside any teaching responsibilities, senior leaders are responsible for:
· Co-ordinating the remote learning approach across the school ; regular reviews should be held to allow  teachers to feedback on successes and challenges
· Monitoring the effectiveness of remote learning; such as through regular meetings with teachers and subject leaders, reviewing work set or reaching out for feedback from pupils and parents
· Monitoring the security of remote learning systems, including data protection and safeguarding considerations
2.5 Designated safeguarding lead

The DSL is responsible for ensuring safeguarding procedures can still be adhered to by staff and, where there are concerns about a child, appropriate actions can implemented. Staff recognition that some pupils will be more vulnerable to abuse during remote learning is considered integral to maintaining a vigilant approach. Increased online engagement, as a consequence of remote learning, may increase risks for children unless appropriate safeguards are in place. 
2.6 IT provision
The headteacher is responsible for coordinating the work of IT maintenance contractors to ensure they:

· Fix issues with systems used to set and collect work

· Help staff and parents with any technical issues they’re experiencing

· Review the security of remote learning systems and flagging any data protection breaches to the data protection officer
· Assist pupils and parents with accessing the internet or devices

2.7 Pupils and parents
Staff can expect pupils learning remotely to:
· Complete work to the deadline set by teachers

· Seek help if they need it, from teachers or teaching assistants

· Alert teachers if they’re not able to complete work

Staff can expect parents with children learning remotely to:

· Make the school aware if their child is sick or otherwise can’t complete work

· Seek help from the school if they need it ; this may be to seek additional support or resources appropriate to their child’s needs

· Be respectful when making any complaints or concerns known to staff

2.8 Governing board

The governing board is responsible for:

· Monitoring the school’s approach to providing remote learning to ensure education remains as high quality as possible
· Ensuring that staff are certain that remote learning systems are appropriately secure, for both data protection and safeguarding reasons
3. Who to contact
If staff have any questions or concerns about remote learning, they should contact the following individuals:

· Issues in setting work – talk to the relevant subject lead or SENCO if is related to a child on the Register of Need
· Issues with IT – talk to the Headteacher or contact NCI for remote support: help@ncitech.co.uk
· Issues with their own workload or wellbeing – talk to the Headteacher
· Concerns about data protection – talk to the Data Protection Officer: the DPO for Harrowbarrow is Claire (need surname and contact details from Impero) 
· Concerns about safeguarding – talk to the DSL or Deputy DSL
4. Data protection
4.1 Accessing personal data

When accessing personal data for remote learning purposes, all staff members will:

· Ensure the security of the data is maintained and any inadvertent data breaches are reported to the DPO e.g. parent/carer contact details have been accidently shared through the Parent2School communication portal.
· Use a school laptop, if working from home themselves, rather than their own personal devices.
4.2 Processing personal data

Staff members may need to collect and/or share personal data such as email addresses as part of the remote learning system. As long as this processing is necessary for the school’s official functions, individuals won’t need to give permission for this to happen.
However, staff are reminded to collect and/or share as little personal data as possible online.
4.3 Keeping devices secure

All staff members will take appropriate steps to ensure their devices remain secure. This includes, but is not limited to:

· Keeping the device password-protected – strong passwords are at least 8 characters, with a combination of upper and lower-case letters, numbers and special characters (e.g. asterisk or currency symbol)

· Ensuring the hard drive is encrypted – this means if the device is lost or stolen, no one can access the files stored on the hard drive by attaching it to a new device

· Making sure the device locks if left inactive for a period of time

· Not sharing the device among family or friends

· Installing antivirus and anti-spyware software

· Keeping operating systems up to date – always install the latest updates
For technical or policy support with any of the above, it is advised that you contact NCI or the DPO respectively.
5. Safeguarding
Please see safeguarding policy for additional considerations as a consequence of remote learning.
6. Monitoring arrangements

This policy will be reviewed termly by the SLT or as necessary in response to the national and local Coronavirus situation.  At every review, it will be approved by the full governing body.
7. Links with other policies

This policy is linked to our:
· Child protection policy and safeguarding policy
· Data protection policy and privacy notices
· ICT and internet acceptable use policy

· Online safety policy
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